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I løpet av dagen skal vi…

• Forstå sensorteknologiens rolle i journalistikken 

• Spore fly – i sanntid og tilbake i tid 

• Utforske metoder for å finne historier i dataene 

• Jobbe med store datasett i DuckDB og visualisere dem i Google Colab 

• Bygge og sette opp vår helt egen flyradar fra grunnen av



Om meg
• Har jobbet i mediebransjen siden 2003, både 

redaksjonelt og teknisk 

• 8 år i BT og Schibsted, 10 år i Vimond (TV 2) og 4,5 år i 
Medieklyngen 

• Har ansvar for tre av klynges faglige nettverk 

• Har drevet med flytrafikksporing i 10-12 år 

• Utviklet balena-ads-b, med brukere over hele verden 

• Leder Medieklyngens sensorjournalistikknettverk 

• Utvikler en felles løsning for innsamling av sensordata

https://github.com/ketilmo/balena-ads-b


 
Modul én 
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ENOUGH TALKING ALREADY















Hva er ADS-B? 



Hva er ADS-B?
• ADS-B står for Automatic Dependent Surveillance–Broadcast 

• Det er et radiosignal som fly og helikoptre sender ut på 1090 MHz 

• Erstatter/supplerer eldre radarbaserte systemer 

• Signalet inkluderer typisk ID, posisjon, høyde, fart, kompasskurs, med mer 

• Kan mottas av både bakkestasjoner og andre luftfartøy

📡



GPS-satellitter

Luftfartøy

Bakkestasjon

Posisjonsdata

ID og posisjon



Fordeler med ADS-B
• Sender ut posisjonsdata fra fartøyene selv 

• Lang rekkevidde 

• Krever ikke kompleks, gammeldags bakkeradar 

• Kan dekodes av alle ved hjelp av relativt billig utstyr 

• Gir nytteverdi langt utenfor luftfarten 

🚀





Bruk i sivil og militær luftfart
• Sivile fartøy er pålagt å bruke ADS-B i mange luftrom 

• Miltære fly kan deaktivere signalene når de ser behovet for det 

• Ofte vil bare ID, høyde, kompassretning og fart sendes ut 

• Dette gjelder også for småfly og eldre fly, og noen ganger politiets fartøy 

• Har vi nok stasjoner, kan vi ofte multilaterere de manglende posisjonene

🪖





Personvern og sikkerhet
• Offentlig tilgjengelige data har ført til debatt om personvern 

• Privatfly er underlagt de samme reglene som andre fly, men kan ofte kobles 
til enkeltpersoner eller familier 

• I USA er det mulig å få tildelt en midlertidig identifikator (PIA) 

• Limiting Aircraft Data Displayed (LADD) er et flagg i luftfartsregistere som 
oppfordrer til filtrering av det aktuelle fartøyet 

• Tommelfingerregel: Følg Vær Varsom-plakaten og tenk redaktøransvar

🕵





Spoofing og jamming
• Signaler som ADS-B er åpne og ukrypterte, noe som gir risiko for spoofing 

(forfalsking) 

• Falske signaler kan benyttes til å «flytte» et fly på radaren, eller skape en 
illusjon av et fly som faktisk ikke finnes 

• Tjenester som Flightradar24 kan også fôres med simulerte data 

• Jamming kan benyttes til å blokkere både GPS og 1090 Mhz-frekvensen og 
dermed gjøre fartøy «usynlig»

🧨





Dekning og rekkevidde

• ADS-B-signaler er line-of-sight – krever fri sikt til flyet 

• Høyere plassering av mottaker med fri sikt gir bedre rekkevidde 

• Flere mottakere koblet sammen i et nettverk gir den beste dekningen 

• Derfor er tjenester som Flightradar24 helt eller i stor grad basert på 
«crowdsourcing» av data

🛩





Utstyr for å fange inn signalene

• Du trenger kun en liten datamaskin, antenne, USB-radio og programvare 

• Din egen radar lar deg se flytrafikken i luftrommet rundt deg 

• Ved å dele data med en eller flere servere, ser du både din og andres data 

• Dette skal vi dykke dypt ned i på den avsluttende workshopen i Bergen

💻







ADSB.LOL

ADS-B ONE

TheAirTrafficHPRadar









Refleksjon i grupper (1/2)

• Tjenester som Flightradar24 filtrerer ut enkelte fly av personvern- og 
sikkerhetshensyn. Hvordan påvirker dette muligheten for uavhengig 
overvåkning av lufttrafikk? Hvilke fordeler og ulemper har slike 
begrensninger? Finnes det måter å omgå disse begrensningene på? 

• Hvilke etiske hensyn bør man ta når man bruker ADS-B-data i journalistikk? 
Kan publisering av slike data få utilsiktede konsekvenser? Gi eksempler på 
situasjoner der dette kan være problematisk.

🙋



Refleksjon i grupper (2/2)

• ADS-B-signaler er line-of-sight, noe som betyr at mottakeren må ha fri sikt til 
luftfartøyet for å motta signalene. Hvordan påvirker dette dekningen? Hvilke 
områder har sannsynligvis god dekning, og hvor vil den være svak? 

• Hvordan kan ADS-B-data kombineres med andre datakilder for å styrke en 
journalistisk sak? Tenk for eksempel på værdata, skipsfart, satellittbilder eller 
andre relevante informasjonskilder.

🙋



Litt om sensor-
journalistikkprosjektet 
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Nå er det din tur! 



Slå deg løs:
• Åpne https://adsb.medieklyngen.net 

• Utforsk trafikken i ditt nærområde eller et sted du er nysgjerrig på 

• Gå tilbake i tid her: https://adsb.medieklyngen.net/?replay 

• Se siste døgns trafikk her: https://adsb.medieklyngen.net/?heatmap 

• Og her: https://adsb.medieklyngen.net/?heatmap&realHeat

💻

https://adsb.medieklyngen.net
https://adsb.medieklyngen.net/?replay
https://adsb.medieklyngen.net/?heatmap
https://adsb.medieklyngen.net/?heatmap


Oppsummering av modul én
• Eksempler på sensorjournalistikk fra norske og utenlandske medier 

• Hva ADS-B er, og hvordan det fungerer i sivil og militær luftfart 

• Synlige og usynlige fartøy, og hvordan de usynlige kan bli synlige 

• Hvorfor og når personvern kontra offentlighet er en faktor 

• «Spoofing» og «jamming», dekning og rekkevidde 

• Utstyr for å fange inn signalene, og tjenester vi kan dele dataene våre med 

• Hvordan vi kan utforske data i sanntid, spole tilbake i tid og granske heatmaps



I modul to skal vi se på

• Ulike måter å identifisere fartøy på 

• Øvrige nyttige data som hentes fra andre datakilder enn ADS-B 

• Multilaterering av posisjonsløse fartøy 

• Spørrespråket Structured Query Language (SQL) 

• Historisk stordatanalyse med DuckDB



 
Modul to 



Identifikasjon av 
luftfartøy 



ICAO-adresse (HEX-kode)

• ICAO-adressen (også kalt HEX-kode) er den viktigste identifikatoren i ADS-B-
signaler 

• En unik 24-bit heksadesimalkode tildelt et fly så lenge det er registrert i et 
land 

• Eksempel på en HEX-kode: 47807D

🪪



Hva er heksadesimal?

• Et tallsystem med 16 symboler: tallene 0-9 og bokstavene A-F 

• Eksempler: 06A2B1, 4AC9FA, 3C55C1 og 151E56 

• Brukes for å gjøre store tall mer kompakte og lesbare enn binære tall 

• Vanlig i IT-industrien fordi det effektiviserer lagring og behandling av data, og 
er lettere å lese og huske enn binære tall

💯



Heksadesimal og ICAO-adresser
• En ICAO-adresse består av en sekssifret heksadesimalkode 

• Kan representere over 16 millioner unike fly 

• Hvis vi brukte binære tall, måtte vi hatt 24 sifre i stedet 

• Eksempel: 

• AEABF5 (heksadesimal) = 101011101010110011110101 (binært) 

• Heksadesimal sparer plass og er lettere å huske

💡



ICAO-koder og nasjoner

• Den internasjonale organisasjonen for sivil luftfart (ICAO) administrerer 
tildelingen av koder 

• Hver nasjon får en fast serie HEX-koder som identifiserer fly registrert i landet 

• Dette betyr at vi kan se nasjonaliteten til et fly direkte fra HEX-koden

🇪🇺



ICAO-koder og nasjoner
• Eksempler: 

• Norge: 478000-47FFFF (32 768 kombinasjoner) 

• Sverige: 4A8000-4AFFFF (32 768 kombinasjoner) 

• Danmark: 458000-45FFFF (32 768 kombinasjoner) 

• UK: 400000-43FFFF (262 144 kombinasjoner) 

• USA: A00000-AFFFFF (1 048 576 kombinasjoner)

🇳🇴



Må vi huske alt dette?
• Nei! Flytrafikksporingstjenester slår opp dette automatisk for oss 

• HEX-koder brukes bak kulissene til å koble fly til databaser og 
sporingstjenester 

• Du trenger bare å vite at hver ICAO-kode er unik og kan knyttes til et spesifikt 
fly og land 

• OBS: ICAO-adressen kan i noen tilfeller omprogrammeres i flightdecket. Det 
finnes eksempler på at dette har blitt gjort. Hvis et fly registreres i et annet 
land, vil det få ny ICAO-adresse

🏴☠



Kallesignal (Call Sign)
• Brukes av flygekontrolltjenesten i radiokommunikasjon med fly 

• Finnes også som identifikator i ADS-B-signalet 

• Kan i motsetning til ICAO-koden endres mellom hver flyging

📞



Kallesignal: Eksempler
• Ofte basert på flightnummeret for rutefly. Eksempler: «WIF3PR» (Widerøe),  

«SAS927» (SAS), «NOZ4GA» (Norwegian), «DOC68» (Luftambulansen) 

• Privatfly bruker ofte sitt kjennetegn som kallesignal:  
«LN-ALE» -> «LNALE» -> evt. forkortet til «LLE» etter første gangs bruk 

• Militære fartøy kan ha både beskrivende kallesignal og kodenavn. 
For eksempel: «TRITON03», «SAVER50» og «CFC2549». Kallenavnet kan også 
si noe om type oppdrag fartøyet er på

📞



Kjennetegn (halenummer)
• Unik identifikasjon for et luftfartøy, synlig på skroget, vingene og halen 

• Tildeles av nasjonale luftfartsmyndigheter og følger ICAO-regler 

• Starter med en eller to bokstaver (landsprefiks) + en rekke bokstaver/tall 

• Hele listen over nasjonale prefikser ligger på Wikipedia 

• Endres ved omregistrering til en ny nasjon

🛩

https://no.wikipedia.org/wiki/Nasjonale_kjennetegn_p%C3%A5_fly


Kjennetegn (halenummer)
• I Norge har sivile (kommersielle og private fartøy) kjennetegn på formatet 

«LN-XXX», for eksempel «LN-RGA». 

• For norske sivile fartøy gjelder for øvrig følgende system: 

• Helikoptre: «LN-Oxx» (f.eks. «LN-OVE») 

• Seilfly: «LN-Gxx» (f.eks. «LN-GOS») 

• Ballonger: «LN-Cxx» (f.eks. «LN-CNL») 

• Mikrofly: «LN-Yxx» (f.eks. «LN-YLC»)

🛩



Squawk-kode
• Fire-sifret kode (0-7) som brukes i flykontroll, for eksempel «7000» 

• Tildeles av flygelederen når et fly går inn i kontrollert luftrom eller tar av fra en 
kontrollert lufthavn 

• Piloten skriver koden inn i transponderen, som sender den ut via ADS-B-
signalet 

• Brukes til å spore flyet i luftrommet

📡



Spesielle squawk-koder
• En pilot kan også varsle om spesielle situasjoner via squawk-koden 

• Spesielle squawk-koder: 

• 7700 – Nødsituasjon 🚨 

• 7600 – Radiosvikt 📡 

• 7500 – Kapring ✈⚠ 

• Selv om disse kodene ikke benyttes konsekvent, er det viktig å vite om dem

📡



Telemetri
• Telemetri er sanntidsdata som sendes ut fra fartøyet i ADS-B-signalet 

• Dette er typisk data om fartøyets tilstand og bevegelse, for eksempel: 

• GPS-posisjon 📍 

• Høyde ✈ 

• Fart (air speed & ground speed) 🏎 

• Kompasskurs 🧭

⚡



Informasjon som ikke hentes via ADS-B
• Tjenester som Flightradar24, FlightAware, Planefinder og Medieklyngens 

ADS-B-server viser mer enn bare ADS-B-data 

• Informasjon som flyets eier, flytype og rute hentes fra offentlige databaser i 
sanntid 

• Disse dataene kobles til flyets identifikatorer (ICAO-kode, kallesignal, 
kjennetegn) 

• Kombinert gir disse kildene et omfattende datagrunnlag

⚡



Multilaterering

• Multilaterering lar oss beregne posisjonen til fly som ikke sender ut GPS-data 

• Brukes på fly med eldre transpondere (Mode S) som sender kallesignal og 
høyde, men ikke posisjon 

• Kan også beregne posisjonen til fartøy som har skrudd av GPS 

• Krever at minst fire bakkestasjoner «ser» et fartøy for å fungere

📍



Hvordan fungerer multilaterering?
• Spesialisert server måler tidsforskjellen mellom når et signal sendes fra flyet 

og mottas av ulike bakkestasjoner 

• Kan sammenlignes med en omvendt GPS – der «satellittene» står på bakken i 
stedet for å gå i bane rundt jorden 

• Gir en overraskende presis indikasjon på flyets posisjon, selv om den ikke er 
like nøyaktig som GPS 

• Ligner på triangulering, kjent fra 80-talls actionfilmer 🎬

📍
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Test deg selv
• Hva står forkortelsen ADS-B for? Og hva er Mode S? 

• Tre spesifikke squawk-koder har en helt spesiell betydning. Husker du dem, 
og hva de betyr? 

• Nevn minst tre telemetri-attributter vi kan hente ut av ADS-B-signalet. 

• Helikoptre registrert i Norge har alltid kjennetegn som begynner på LN-Xyy. 
Husker du hva X er? Og hva er tilsvarende bokstav for seilfly?

🙋



Analyse med DuckDB 



Hva er DuckDB?
• Lettvekts, relasjonell analytisk database 

• Optimalisert for analyse av store datamengder 

• Kjører lokalt – ingen behov for server 

• Integreres med Python, R og Excel 

• Ideell for datajournalistikk

🦆



DuckDB, Parquet og historiske data
• Medieklyngens ADS-B-server lagrer historiske radar-data 

• Hver natt genereres siste døgns historikk i Parquet-format 

• Parquet vs. CSV/Excel: 

• Kolonnebasert lagring gir raskere spørringer 

• Bedre komprimering og ytelse 

• Hive-partisjonering: Filer sortert etter år/måned/dag for effektiv tilgang

🦆



Spørrespråket SQL i DuckDB

• SQL (Structured Query Language) brukes for å hente og analysere data 

• Har røtter tilbake til 1970-tallet, og er mye brukt sammen med databaser 

• Logisk bygget opp, og lett å lære seg på et grunnleggende nivå 

• Når man først forstår logikken, er det enkelt å bruke SQL mot andre systemer, 
som MySQL og PostgreSQL

🔍



Strukturen i SQL 
• Logisk grammatikk:

🦆

SELECT [kolonner] 
FROM [tabell] 
WHERE [betingelser];

• Eksempler:

SELECT * FROM flights WHERE altitude > 10000; 

SELECT * FROM flights WHERE altitude > 10000 AND speed < 380;



Nok teori, la oss komme i gang!



 
Modul tre 



I modul to så vi på…
• Sanntidsgrensesnittet, og Widerøes nødlanding i Bergen 

• Ulike måter å identifisere fartøy på 

• Øvrige nyttige data som hentes fra andre datakilder enn ADS-B 

• Multilaterering av posisjonsløse fartøy 

• Nødkoder 

• Spørrespråket Structured Query Language (SQL) 

• Historisk stordatanalyse med DuckDB



I modul tre skal vi lære om

• Filtrering av data etter land 

• Oppslag på nødkoder 

• Interessante fartøy (hint: dbFlags) 

• Geografiske søk og H3 

• Eksport av data 

• Import og visualisering av data 



Mer Analyse  
med DuckDB 



Geografiske spørringer i DuckDB
• DuckDB har en spatial-utvidelse for håndtering av geografiske data. 

• Støtte for koordinatsystemer og geografiske søk. 

• To standardmetoder: 

• Punkt og radius 

• Avgrensningsboks 

• Mer fleksibelt: H3

🗾



Punkt og radius

• Geografisk søk basert på et senterpunkt og en radius – sirkelmetoden. 

• Bruk av ST_DWithin() for å finne punkter innenfor en gitt avstand. 

• Eksempel: Finn alle fly innen 1 km radius fra et gitt punkt.

📍



Avgrensningsboks

• En mer lesbar metode for geografisk filtrering. 

• Definerer et område med fire koordinater (rektangel/kvadrat). 

• Eksempel: Søk etter fly innenfor et spesifikt bredde- og lengdegradsspenn.

🗺



H3
• Geografisk system som deler jordoverflaten inn i et rutenett av heksagoner 

• Det er 15 ulike oppløsninger 

• Hver heksagon har en unik ID 

• Vi kan enkelt filtrere all trafikk innenfor en gitt heksagon i valgfri oppløsning 

• Flere gratisverktøy for å visualisere heksagoner, blant annet denne:  

• https://wolf-h3-viewer.glitch.me/

🍯

https://wolf-h3-viewer.glitch.me/


Eksport av data
• DuckDB kan eksportere dataene i ulike formater for videreforedling 

• Blant de mest aktuelle typene, finner vi CSV, JSON og GeoJSON 

• CSV (Comma-Separated Values) er det mest tilgjengelige formatet, og er 
perfekt når vi vil behandle data i Excel eller visualisere data i grafer og tabeller 

• JSON er et godt valg når dataene er hierarkiske og skal leses inn i kode eller  
programmer 

• GeoJSON er ideelt for kartvisualiseringer av linjer, punkter, med mer

💾



Visualisering av data
• Med data eksportert som CSV, JSON eller GeoJSON, er det enkelt å 

visualisere dem i grafer eller kart 

• Everviz og Datawrapper er velegnet for grafer – bruk CSV som kildeformat 

• GeoJSON.io er bra for utforsking av data i GeoJSON-formatet 

• For å lage fine kart med fly- og skipstrafikk data som kan embeddes i artikler, 
er Datawrapper et bra sted å starte – med GeoJSON som kildeformat

📊

http://GeoJSON.io


På tide å få jord (evt. data) på hendene!



 
Modul fire 



I modul tre så vi på…

• Filtrering av data på land 

• Oppslag på nødkoder 

• Interessante fartøy (hint: dbFlags) 

• Geografiske søk og H3 

• Eksport av data 

• Import og visualisering av data 



I modul fire skal vi dykke ned i

• Notebooks – hva det er og hvorfor det er nyttig for datajournalistikk 

• Import av data fra DuckDB til notebooks 

• Konvertering til Polars 

• Visualisering med Plotly: Diagrammer, grafer og kart 

• Eksport til PNG, HTML og CSV 

• Utforsking av store datasett med Lonboard: Heatmaps og Viz-kart



Visualisering 
med Notebooks 



Hva er en notebook?
• Tekst, kode og bilder kombinert på én flate 

• Lar deg dokumentere arbeidsprosessen din 

• Velegnet for 

• Datavitenskap (data science) 

• Maskinlæring 

• Datajournalistikk

📒



Fordeler med notebooks
• Kjøring av kode i celler – test og feilsøk steg for steg 

• Kode og «output» i samme visning – resultatet synlig med en gang 

• Vanlig tekst og notater flettes inn mellom kodelinjene 

• Integrerer med kraftige tredjepartsverktøy 

• Full dokumentasjon av prosessen – lett å dele og gjenskape

🚀



Verktøy vi skal bruke i dag
• Google Colab (kan også bruke Jupyter Notebooks) 

• DuckDB – ingen nærmere introduksjon nødvendig 

• Python – til å laste inn de andre modulene 

• Polars – til preparering av dataene fra DuckDB 

• Plotly  – til datavisualisering i grafer og kart 

• Lonboard – visuell utforsking av relativt store datasett

🛠



Ingen erfaring med koding? Ingen fare!

• Vi bruker Python kun til å integrere de andre modulene i notebooks 

• Du vil fort kjenne deg igjen fra logikken i DuckDB 

• Fokus er som alltid på å utforske data og fortelle historier 

• Vi lærer underveis mens vi jobber, og bygger på etter hvert

😅



Da er det Notebooks-tid!



 
Modul fem 



Nå skal vi bygge 
sensorer! 



Sett opp GitHub-konto

• Opprett en gratis konto på github.com 

• Hvis du allerede har en konto, bruker du denne 

• Send brukernavnet til Ketil 

• Aksepter begge invitasjonene til koderepo som du får tilsendt

🧑💻

http://GitHub.com


Finn ut hvor du vil plassere flyradaren
• På kontoret, hjemme eller på hytten – så lenge det er strøm og nett der 

• Antenne bør stå i vindu eller på loft (triple glass stopper mye av signalet) 

• Så god utsikt som mulig, så høyt som mulig 

• Mulighet for fremtidig oppgradering til utendørsantenne 

• Noter ned nøyaktig LAT, LON og antennens høyde over havet  

• Send til Ketil, sammen med navn på lokasjon

📡



Tilrettelegg for nettverkstilkobling
• Radaren kan kobles til nett via WiFi eller nettverkskabel 

• Bedriftsnettverk med såkalte «captive-portaler» støttes ikke 

• Hvis du ønsker å bruke WiFi, noter ned: 

• SSID (nettverksnavn) 

• Passord 

• Dette trenger du ikke å dele med noen, men ta detaljene med til workshopen

📡



Puh! Det var en lang og god økt. 😅  
Spørsmål?



Tusen takk for 
at dere deltok i dag!

Ketil Moland 
Olsen 
Senior prosjektleder 
Medieklyngen 

ketil@medieklyngen.no 
+47 922 11 852

mailto:ketil@medieklyngen.no

